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Cloud infrastructure-as-a-service (IaaS) providers typically offer SLAs that cover the various elements of the service. IT managers need to understand how SLAs are derived, how SLA penalties work and what to negotiate for.

Key Findings

■ Cloud IaaS SLAs are similar to SLAs for network services, hosting and data center outsourcing.
■ SLA penalties are usually applied as a service credit and are typically capped at the equivalent of a month’s service fees.

Recommendations

■ Match your application availability and performance needs to the appropriate IaaS offering and SLAs.
■ Don’t waste your time trying to get a service provider to accept uncapped legal liability for service failures; most service providers do not agree to uncapped damages.
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Analysis

As described in "Evaluating Cloud Infrastructure as a Service," all cloud IaaS offerings are not created equal, despite superficial similarities in the way the offerings are described. There is considerable variance in service provider design goals, the quality of technical implementations, and the cost-effectiveness and value for money of those implementations.

This is part of a series of reports detailing the market options, including technical and business characteristics, for IaaS offerings. This document is focused on SLAs.

SLAs in the Cloud

When considering the usefulness of an SLA for the availability and performance of cloud IaaS, it is important to consider three different aspects:

- The engineered level (mathematically calculated).
- The SLA that the customer receives.
- The provider’s track record of delivering on its SLA.

There is a significant difference between engineering and hope. Many internal IT organizations, for instance, set service-level objectives (SLOs) that are based on what they hope to achieve, rather than the level that the solution is engineered to achieve and can be mathematically expected to deliver, based on calculated mean time between failures (MTBF) of each component of the service. Many organizations are lucky enough to achieve service levels that are higher than the engineered reliability of their infrastructure. IaaS providers, however, are likely to base their SLAs on their engineered reliability, not on hope.

The SLA that is offered to customers may be higher or lower than the provider’s internal SLO and the solution’s engineered level. This is because there are other factors involved in determining what the SLA should be, such as the SLA’s marketing value and the business risks that the provider is willing to take.

Penalties for SLA Violation

In general, SLAs for cloud IaaS are structured quite similarly to SLA agreements for network services, hosting and data center outsourcing. SLA metrics are typically calculated on a monthly basis. If an SLA is violated, you are entitled to a credit for some part of your service fee. The amount of the credit is usually based on the length of time for which the SLA was violated, multiplied by the cost of the affected service. Longer single violations, longer cumulative violations or repeated violations may carry disproportionately higher penalties.

The penalty for an SLA violation is typically capped at 100% of one month’s service fees. In the case of traditional data center outsourcers offering IaaS, the cap might be much lower, matching the common outsourcing cap of 20%. This cap may be based on everything you typically pay the service provider during a month, or it may be capped at just the portion of your bill that is directly
related to the specific type of violation; for instance, if you experience a compute outage, you might only be allowed to get credits equal to your payment for compute, not counting anything that you pay for storage or network bandwidth. As cloud IaaS fees are often variable on a monthly basis, the credit amount might be based on the previous month’s bill, your average bill over a period of time (such as the previous year), or your baseline minimum contracted obligation.

Like other outsourcers, providers generally do not agree to SLA penalties that are based on metrics other than the service fee. For instance, even if the customer is an e-commerce provider and downtime represents lost revenue, any SLA penalty will normally be based on the service fee, not on the customer’s lost revenue.

Many providers have standard contracts that do not contain an option to terminate for nonperformance. We strongly recommend that customers negotiate contracts that allow them to terminate for cause, both for repeated SLA violations and for single incidents of a scope that would reasonably cause them to doubt the provider’s continued ability to deliver successfully on the contract.

### Compute SLAs

Providers typically offer an SLA for compute infrastructure availability. This SLA is normally calculated over the course of a calendar month. There are generally two aspects to this SLA:

- **Cumulative availability.** This is the availability over the course of the entire month. This SLA is usually 99.5% or higher, and many cloud IaaS providers offer 99.99% or higher. We consider reasonable cumulative availability SLAs to be:
  - 99.5% for single-data-center, non-high-availability, non-production infrastructure.
  - 99.75% for single-data-center, high-availability, production infrastructure.
  - 99.95% for multiple-data-center, high-availability, production infrastructure.

- **Outage length.** This SLA provides compensation for each outage exceeding a certain length. The typical minimum outage length for compensation is 10 minutes or more.

In both cases, there is usually a sliding scale for SLA penalties; the more by which the SLA is missed, the greater the penalty relative to the amount of downtime. Planned and/or emergency maintenance windows may be excluded from the SLA, but best-in-class SLAs exclude only customer-initiated maintenance. The burden of the claim process varies with the provider. For instance, some require you to have filed a trouble ticket at the time of the outage, or to be able to independently prove that the outage occurred via system logs, monitoring data or the like. However, in practice, most providers with claim rules do not enforce them; if the provider’s own monitoring data indicates an outage, SLA claims will generally be respected.

It is relatively common for cloud providers to offer 100%-availability SLAs. Such SLAs should be read carefully. Usually, these are outage-length SLAs, but they may also have a cumulative availability aspect; for instance, such an SLA may offer credits for any outage greater than 15 minutes, or total downtime exceeding 15 minutes (equivalent to 99.999% cumulative availability).
Because compute capacity is not usually oversubscribed, there are normally no SLAs for compute performance; customers are simply guaranteed to have the compute for which they paid, with technical enforcement at the hypervisor level.

Some providers may offer provisioning-related SLAs, such as guaranteeing the ability to provision a certain amount of compute resources, or provisioning a virtual machine within a certain time.

Network SLAs

Providers usually offer a network SLA, which covers availability, packet loss and jitter for Internet bandwidth. Internet SLAs are usually aggressive, with 100% availability and no more than 0.1% cumulative packet loss over the course of a month. Denial-of-service (DoS) attacks may be explicitly excluded from the SLA, even though cloud IaaS providers typically protect all customers with DoS mitigation measures. Like most Internet bandwidth SLAs, this is not end to end; it generally governs the cloud provider’s data center connectivity to the Internet as a whole, not to any specific provider or customer.

The market is evolving toward SLAs that cover Internet performance to specific points of presence. Such SLAs are likely to use third-party measurement services, such as Keynote Systems, Gomez (Compuware) and Webmetrics (Neustar).

Some providers may also provide an internal network SLA that covers availability, latency, packet loss and jitter between devices within their data center and, if they have multiple data centers, between those data centers.

Customers that obtain private network connectivity, instead of Internet connectivity, will receive whatever SLA their carrier is willing to offer them.

Storage SLAs

Providers are increasingly offering storage SLAs covering availability and performance. Storage performance is usually measured in throughput, or in input/output operations per second (IOPS). However, sometimes a storage performance SLA will actually be an internal network SLA, covering latency between compute and storage.

Service providers do not usually offer SLAs concerning backup and recovery, but when they do, they generally guarantee a restore time, rather than a commitment that a restore will work. We expect that backup services will eventually have more stringent SLAs.

We also expect that, over time, the market will evolve to offer SLAs that cover data loss and data integrity.

Other SLAs

Providers may also offer more granular SLAs, including application SLAs or even SLAs for individual transactions. Such SLAs are typically associated with managed services or more complex forms of outsourcing, such as Infrastructure Utility for SAP (IU4SAP). The more services that are provided above the "bare metal" compute infrastructure layer, the more likely it is that SLAs will be focused
on relevancy to the business use of the infrastructure, rather than the infrastructure components themselves.

Providers may offer SLAs related to customer service, such as the amount of time it takes for a particular type of service request to be responded to and carried out, or failure on the part of the service provider to meet certain escalation procedures.

Limitation of Liability

Like other outsourcers, cloud IaaS providers normally explicitly limit their liability in their contracts, although the precise amount is typically negotiable. However, liability limits might not be enforceable; for instance, if you were to successfully sue your service provider for negligence, it is possible that a judge or jury might award damages greater than the liability limits in the contract. In practice, however, most of these type of lawsuits are settled in arbitration. Do not use a provider’s willingness to assume greater liability as a proxy for assessing the risks of outsourcing to this provider, and do not waste time trying to get a provider to assume uncapped liability.

It is more useful to negotiate stronger SLAs and steeper SLA penalties than it is to negotiate greater amounts of liability. (See "How to Structure Incentives and Penalties in Outsourcing Contracts" for more on contract negotiation.) SLA penalties are routinely successfully claimed by customers without any more trouble than going through the provider’s paperwork process for claims; recovering damages requires a lawsuit. Ensure, however, that your requests are realistic, given your architecture; if you want higher levels of availability and greater security, you must be prepared to implement, and pay for, the technology to achieve them.

If your risks in the event of, for example, downtime or a data breach significantly exceed the limits of liability provided in the contract, you may wish to consider some other way of financially mitigating your risk. For instance, property and casualty (P&C) insurance may include business interruption insurance, though you will need to ensure that it includes coverage for third-party service providers. You could also consider purchasing cyber-risk insurance (see "Managing Availability and Performance Risks in the Cloud: Expect the Unexpected").

Sourcing Considerations

When sourcing an IaaS solution, for each application that you plan to run on it, consider:

- How critical is this application?
- What is this application’s acceptable availability, recovery time objective and recovery point objective?
- What are the performance characteristics and needs of this application?

Compare these needs with the service levels available from the providers to determine which environments can meet your requirements.
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